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The Need for Privacy-Centric Role-Based Access Controls to Electronic Health Records
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ABSTRACT: In the United States, personal privacy is considered a right. The exponential growth of stored data often is perceived as jeopardizing this right. Privacy concerns have resulted in health information legislation at state and federal levels. Healthcare organizations currently lack the capability to administer privacy-centric role-based access controls in strict compliance with these laws due to functional design limitations associated with existing information technology. Information is now funneled into systems from a wide range of sources, often with little or no accompanying information about the original source data. Government incentives promote increased sharing of electronic health records among providers, payers, and other healthcare organizations and their business associates, making compliance with patient privacy and security rules even more complex. Managing controlled access to electronic health records within many structures is increasingly difficult; therefore, healthcare attorneys need to understand their clients’ health information access control capabilities and advocate for programmed adaptations and enhancements to respond responsibly to these often competing goals for information sharing and patient privacy.
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